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1. CONSENT TO USE OF DATA.  If CTC Union Technologies provides any support services to You, You agree that CTC Union 
Technologies and its affiliates may collect and use all information You provide as a part of any such support services related to 
the Product.  CTC Union Technologies agrees not to use this information in a form that personally identifies You. 
 
2. INTELLECTUAL PROPERTY RIGHTS.  Subject to the license grant hereunder, all right, title and interest in and to the 
Product, the accompanying printed materials, and any copies of the Product are owned by CTC Union Technologies and its 
licensors. 
 
3. EXPORT RESTRICTIONS. You acknowledge that Product is of Taiwan, the Republic of China origin.  You agree to comply 
with all applicable foreign, federal, state and local laws and regulations governing Your use of the Product.  Without limiting the 
foregoing, in the event that this Agreement permits export of the Product outside of Taiwan, You shall be solely responsible for 
compliance with all applicable export laws, rules, and regulations. The Product is subject to the U.S. Export Administration 
Regulations and may not be exported or re-exported to certain countries (currently Cuba, Iran, Libya, North Korea, Sudan and 
Syria) or to persons or entities prohibited from receiving U.S. exports (including those (a) on the Bureau of Industry and Security 
Denied Parties List or Entity List, (b) on the Office of Foreign Assets Control list of Specially Designated Nationals and Blocked 
Persons, and (c) involved with missile technology or nuclear, chemical or biological weapons). 
 
 
4.1. Warranty.  CTC Union Technologies warrants that for a period of 1 year from the date of delivery (“Warranty Period”), 
under normal use, the Product will perform substantially in conformance with the specifications published in the Documentation.  
During such period, and as the sole obligation of CTC Union Technologies and Your sole remedy under the warranty in this 
Section, if You provide written notice of CTC Union Technologies’ failure to comply with the above warranty, CTC Union 
Technologies will use reasonable commercial efforts to correct such nonconformity in the Product as in accordance with the 
terms of the Maintenance and Support Policy.  In addition, if CTC Union Technologies determines it is not commercially 
reasonable to correct the nonconformity, CTC Union Technologies may elect to terminate the license to such Product, upon 
which termination Licensee will promptly return to CTC Union Technologies all such copies of such Product. Upon receipt of the 
Product from Licensee, CTC Union Technologies will return to Licensee all license fees (and any unused support fees) paid to 
CTC Union Technologies by You for such Product. This warranty set forth above does not apply to, and CTC Union 
Technologies shall have no obligation with respect to, any non-conformity arising as a result of (i) use of the Product other than 
as specified under this Agreement and the related Documentation; (ii) any modification or alteration of the Product performed 
other than by CTC Union Technologies or its agents, or (iii) transfer of the Product to any computer system other than the ones 
on which Product is authorized to be stalled, except as permitted in this Agreement. 
 
4.2. Disclaimer.  Other than the warranty set forth in Section 4.1 above, and to the maximum extent permitted by applicable law, 
CTC Union Technologies, its authorized resellers and their subsidiaries  provides the Product and any support services related 
to the Product ("Support Services") AS IS AND WITH ALL FAULTS, and hereby disclaim all other warranties and conditions, 
either express, implied or statutory, including, but not limited to, any implied warranties, duties or conditions of merchantability, 
of fitness for a particular purpose, of accuracy or completeness of responses, of results, of workmanlike effort, of lack of viruses, 
and of lack of negligence, all with regard to the Product, and the provision of or failure to provide support services. 
 
5. LIMIT OF LIABILITY AND EXCLUSION OF INCIDENTAL, CONSEQUENTIAL AND CERTAIN OTHER DAMAGES.  TO 
THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, IN NO EVENT SHALL CTC UNION TECHNOLOGIES, ITS 
AUTHORIZED RESELLERS OR THEIR SUBSIDIARIES BE LIABLE FOR ANY SPECIAL, INCIDENTAL, INDIRECT, 
PUNITIVE OR CONSEQUENTIAL DAMAGES WHATSOEVER (INCLUDING, BUT NOT LIMITED TO, DAMAGES FOR LOSS 
OF PROFITS OR CONFIDENTIAL OR OTHER INFORMATION, FOR BUSINESS INTERRUPTION, FOR PERSONAL INJURY, 
FOR LOSS OF PRIVACY, FOR FAILURE TO MEET ANY DUTY INCLUDING OF GOOD FAITH OR OF REASONABLE 
CARE, FOR NEGLIGENCE, AND FOR ANY OTHER PECUNIARY OR OTHER LOSS WHATSOEVER) ARISING OUT OF OR 
IN ANY WAY RELATED TO THE USE OF OR INABILITY TO USE THE PRODUCT, THE PROVISION OF OR FAILURE TO 
PROVIDE SUPPORT SERVICES, OR OTHERWISE UNDER OR IN CONNECTION WITH ANY PROVISION OF THIS 
LICENSE, EVEN IN THE EVENT OF THE FAULT, TORT (INCLUDING NEGLIGENCE), STRICT LIABILITY, BREACH OF 
CONTRACT OR BREACH OF WARRANTY OF CTC UNION TECHNOLOGIES, EVEN IF CTC UNION TECHNOLOGIES HAS 
BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. 
 
5.1. LIMITATION OF LIABILITY AND REMEDIES. Notwithstanding any damages that You might incur for any reason 
whatsoever (including, without limitation, all damages referenced above and all direct or general damages), the entire liability of 
CTC Union Technologies, its resellers and their subsidiaries under any provision of this License and Your exclusive remedy for 
all of the foregoing shall be limited to the amount actually paid by You for the Product.  The foregoing limitations, exclusions and 
disclaimers shall apply to the maximum extent permitted by applicable law, even if any remedy fails its essential purpose. 
 
6. Should You have any questions concerning this Release, or if You desire to contact CTC Union Technologies for any reason, 
please call +886-2-2659-1021. 
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FRM220A-2000EAS-2 Release Notice 
 
Date : Mar 05, 2024 
This document describes the features added, modifications or fixes for FRM220A-2000EAS-2 version 1.013 
 
Version: 
2000EAS-2 v.1.013 [2/22/2024] MIB version 1.11 
(Previous version 1.011) 
 
Enhanced Features: 
1. Add TLPT Mode---Remote A3, A4, B3, B4, A3 & B4 
    A3 / B3: The Local port 3 will check link status on port 3 of remote A / B card, and local port 4 won’t be affect by 

remote link status. 
    A4 / B4: The Local port 4 will check link status on port 4 of remote A / B card, and local port 3 won’t be affect by 

remote link status. 
    A3&B4: local port 3 will be triggered by remote A port 3, and local port 4 will be triggered by remote B port 4 

( This application only configured on Local side ) 
 
2. Add log & traps for WEB, SSH, TELNET, CONSOLE access, successful, fail, login, logout, and there is no  

need to configure. 
 
 
Modifications: 
 
 
 
 
 
Fix: 
1. Fix Remote B sometimes card down for no reason. 
2. Fix memory leak when loop protection is enabled. 
3. Fix SSH abnormal abort causes memory leak. 
 
 
 
Known Issues: 
1. NMC-R3 version must be 5.61 or above 
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FRM220A-2000EAS-2 Release Notice 
 
Date : Apr 24, 2023 
This document describes the features added, modifications or fixes for FRM220A-2000EAS-2 version 1.011 
 
Version: 
2000EAS-2 v.1.011 [4/24/2023] MIB version 1.10 
(Previous version 1.010) 
 
Enhanced Features: 
1. Utilize TLPT 
 
 
 
 
Modifications: 
 
 
 
 
 
Fix: 
1. Fix Copper SFP bugs 
2. Fix that 2000EAS advertises incorrect remote model type in some specific circumstances 
3. Fix that 2000EAS/2 would upgrade a 2000EAS/2F firmware successfully 
4. Fix that Alias fields are unable to be cleared after a factory default 
 
 
Known Issues: 
1. NMC-R3 version must be 5.61 or above 
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FRM220A-2000EAS-2 Release Notice 
 
Date : Dec 27, 2022 
This document describes the features added, modifications or fixes for FRM220A-2000EAS-2 version 1.010 
 
Version: 
2000EAS-2 v.1.010 [12/26/2022] MIB version 1.10 
(Previous version 1.008) 
 
Enhanced Features: 
1. Added support for copper (CU) SFP 
2. Added support for use in CH02 chassis 
3. Added 'Keep-IP' by VID feature in reload default 
4. Added CLI commands for SFP status 
5. Added SNMP trap for linkDownbyRemote 
 
 
 
Modifications: 
1. MIB updated to version 1.10 
 
 
 
 
Fix: 
1. Minor bug fixes 
 
 
 
 
Known Issues: 
1. NMC-R3 version must be 5.61 or above 
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FRM220A-2000EAS-2 Release Notice 
 
Date : Apr 14, 2022 
This document describes the features added, modifications or fixes for FRM220A-2000EAS-2 version 1.008 
 
Version: 
2000EAS-2 v.1.008 [04/14/2022] MIB version 1.08 
(Previous version 1.007) 
 
Enhanced Features: 
1. Added VLAN pop count 
2. Added Remote Agent configuration by CLI 
3. Added Remote Firmware Upgrade feature 
 
 
 
Modifications: 
1. MIB updated to version 1.08 
2. Frames with DMAC 0180C2000003~0180C200000F are now forwarded by default 
 
 
 
 
Fix: 
1. Fix chassis cards random crash when a card is unplugged 
2. Fix TLFTP config not being saved issue 
3. Fix LLF improper operation 
4. Fix remote card status showing empty in some cases 
5. Fix random remote card crash when saving startup config on local 
 
 
 
Known Issues: 
1. NMC-R3 version must be 5.61 or above 
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FRM220A-2000EAS-2 Release Notice 
 
Date : Jan 24, 2022 
This document describes the features added, modifications or fixes for FRM220A-2000EAS-2 version 1.007 
 
Version: 
2000EAS-2 v.1.007 [01/19/2022] MIB version 1.06 
(Previous version 1.004) 
 
Enhanced Features: 
1. Added transparent link pass-thru (TLPT) function 
2. Added specific VLAN egress tagging function 
3. Added 'allow ping & management' function 
 
 
 
 
Modifications: 
1. MIB updated to version 1.06 
2. Changed default configuration to have Spanning Tree disabled 
3. Redefined 'save' function to be 'apply configuration' + 'save running config to startup config' (only when card is 
managed by GSW/SNMP) 
4. Modified the MAC learning function (removed Aging and Static configurations) 
5. Allow LACP and OAM to operate independently 
 
 
 
Fix: 
1. Minor bug fixes 
 
 
 
 
 
Known Issues: 
1. NMC-R3 version must be 5.61 or above 
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FRM220A-2000EAS-2 Release Notice 
 
Date : Sep 28, 2021 
This document describes the features added, modifications or fixes for FRM220A-2000EAS-2 version 1.004 
 
Version: 
2000EAS-2 v.1.004 [08/5/2021] MIB version 1.04 
 
 
Enhanced Features: 
None 
 
 
 
 
 
Modifications: 
1. MIB updated to version 1.04 
2. Added transparent forward function of Spanning Tree, LACP, OAM, & Flow Control PDU 
3. Added Remote Power Status On/Off OID and traps 
 
 
 
 
Fix: 
1. Fixed an issue when setting egress bandwidth, a Mbps will be incorrectly overwritten by Kbps. 
2. Fix Auto Laser Shutdown bug (where a turned off laser failed to pulse for a provisional amount of time) 
 
 
 
 
 
Known Issues: 
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FRM220A-2000EAS-2 Release Notice 
 
Date : Jul 13, 2021 
This document describes the features added, modifications or fixes for FRM220A-2000EAS-2 version 1.003 
 
Version: 
2000EAS-2 v.1.003 [07/05/2021] MIB version 1.03 
 
 
Enhanced Features: 
None 
 
 
 
 
 
Modifications: 
1. MIB version 1.03 
2. Improve RS485 management (by NMC-R3) function 
3. Improve the CONSOLE function 
4. Improve MIB.TRAP and SNMP functions 
5. Change the management policy function to Ingress Shaper 
6. Change Link OAM default to only enable fiber ports 
 
 
 
 
Fix: 
1. Fix Link OAM Peer MAC display error 
 
 
 
 
 
Known Issues: 
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FRM220A-2000EAS-2 Release Notice 
 
Date : Apr 13, 2021 
This document describes the features added, modifications or fixes for FRM220A-2000EAS-2 version 1.002 
 
Version: 
2000EAS-2 v.1.002 [03/15/2021] MIB version 1.02 
 
 
Enhanced Features: 
None 
 
 
 
 
 
Modifications: 
1. MIB version 1.02 
 
 
 
 
 
Fix: 
None 
 
 
 
 
 
Known Issues: 
First SEMI-OFFICIAL release for FMR220A-2000EAS series for customer testing 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
<end of document> 


